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Abstract-P-PBX (Private Branch Exchange) is used 
widely in many fields, it provides robust, high 
performance and intelligent IP telephony functions it 
supports the industry standard protocol Session 
Initiation Protocol (SIP), and offers the sophisticated 
telephony functions that meet the full spectrum of 
business requirements. In this paper the characteristics 
of both IP-PBX function and new feature called 
Emergency Alert feature call flows are analyzed 
successfully. Most of the services shown in this document 
are implemented in the SIP user agents, these features 
are not intended to be an exhaustive set, but rather show 
implementation of crisis alert feature likely to be 
implemented on SIP IP telephony in a business 
environment. This document provides the meaning of 
emergency alert feature, how it is useful in enterprise 
network and how it can be implemented using SIP 
protocol and also presents a study over the standard 
VoIP protocol, Session Initiation Protocol (SIP). 
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1. INTRODUCTION 

Voice over Internet Protocol (VoIP), invades the way we 
communicate over the Internet. VoIP is also known as IP 
Telephony which enables the transport of voice over data 
networks such as the Internet. VoIP became a workable 
alternative to the public switched telephone networks 
(PSTN) and increasingly deployed on corporate environment 
and campuses. VOIP technology is fundamentally changing 
telephony, enabling not just cheaper calls but also richer and 
more flexible and advanced services. Today, Voice over IP 
(VoIP) can provide a number of additional services 
compared to traditional telephony. These services include 
transfer, auto call back, Group paging, conferencing, events 
notification, presence, instant messaging, video telephony 
and other multimedia transmissions. IP Telephony denotes 
converged data and voice, and uses VoIP technology. Such 
integration can lead, for instance, to seamless use of both 
voice and data messaging. VoIP presents a shift on corporate 
voice communications where the traditional Private Branch 
exchange (PBX) based systems were used to provide internal 
cost-free communications and sharing of external telephone 
lines. With VoIP, the PBX gives place to a gateway router 
and a server on the computer network that controls all calls. 

2. THE SIP PROTOCOL 
The Session Initiation Protocol (SIP) is the de facto 

standard for multimedia multiparty sessions signaling in Next 
Generation Networks (NGN). SIP is an application layer 
signaling and control protocol for creating, modifying and 
terminating sessions including Internet telephone calls, 
multimedia distribution and multimedia conferences. 
Flexible, extensible and open, SIP has a complete security 
mechanism that SIP easily integrates the existing 
technologies of the Internet with instant messaging, presence 
services, voicemail and email, and network games allows 
security of both media and signaling and can dynamically 
adjust and modify the property of the session and multimedia 
the following section presents the general components of the 
SIP architecture and shows a typical SIP message. 

 
3. THE SIP ARCHITECTURE 

SIP is text-based client-server protocol similar to the 
HTTP. SIP architecture defines following logical 
components 1.User Agents (UAC- Makes request and UAS-
Accepts request) 2. SIP Proxy Server 3.SIP Registrar 4.SIP 
Redirect Server and 5.Location Server. User Agents are 
endpoints of SIP system, typically an IP Phone or Soft-
phone. Proxy, Registrar, Redirect and Location Server are 
applications that enable the UAs to communicate with one 
another, register themselves to the network and to provide 
redirect response. SIP follows the Client-Server architecture 
like other similar Internet application protocols. SIP 
Registrar and Proxy servers administrate SIP messages. 

 
4. THE SIP METHODS 

SIP uses a client-server transaction model similar to 
HTTP.A SIP client generate a SIP request. A SIP server 
responds to the request by generating a response. RFC 
3261[1] defines only six SIP request (known as methods): 
INVITE, ACK, BYE, CANCEL, REGISTER, OPTIONS. 
Other requests as INFO, PRACK, UPDATE, REFER, 
SUBSCRIBE, NOTIFY, MESSAGE and PUBLISH are 
defined in separate RFCs or Internet drafts.  
 

5. EMERGENCY ALERT FEATURE OVERVIEW 
When user dial any emergency number i.e 100 for police in 
India or 911 in USA, call goes to PSAP(Public Safety 
Answering Point). PSAP person answers the call and 
depending upon the user’s conversation, PSAP person 
informs users locations nearby police station or Hospital or 
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Fire brigade and then police reaches to callers location to 
provide help. But this process takes lot of time and hence 
person may get died if person won't get help in time. 
If other persons like Security officer or some other dedicated 
people are informed when someone calls emergency 
numbers then these people can provide immediate help to the 
caller instead of waiting for police which takes long time. 
Advanced Emergency Alert feature attempts to address this 
situation by providing the capability of visually and audibly 
alerting dedicated persons phones when caller dials 
emergency number. i.e. Engineering colleges have different 
departments. We can dedicate each departments HOD to 
receive emergency call alert when some person makes 
emergency call. This document specifies functionality for 
“Emergency Alert Notification to wired and wireless SIP 
based phones” feature.  
 

A. Architecture 
 

 
Figure 1: Architecture 

 
B. Administration 

System Administrator assigns ‘emerg-alert’ buttons on 
designated stations (which henceforth called as ‘emergency 
alert watchers’ or ‘emergency call alert watchers’).  
Administer dial plan table in PBX such that when a PBX 
internal user gets into crisis situation and dials an emergency 
number (qualified as ‘emerg-alert’ in dial plan table) then 
PBX automatically generate a emergency notification to the 
watcher stations indicating the originators information along 
with distinctive ringer. If the watcher has listen privilege, 
PBX may connect the watcher to the emergency call (in 
listen mode) as soon as public safety authority point answers 
the call. SIP phones which are registered as emergency call 
watcher need endpoint development. When SIP phones get 
PUBLISH message which indicates emergency alert 
notification then phone should start alerting and shall display 

callers name with location information which is in PUBLISH 
message body.  
 

C. Emergency Call Origination 
When a Alice station dials the emergency number, the crisis 
alert call type is matched by the digit analysis table and the 
PBX sends the call to PSTN trunk which will go to the 
PSAP.  
 
   

 
Figure 2-. Call Flow showing Emergency Call Origination 

 
D. Crisis Alert Initiation 

After call is terminated to PSTN trunk, PBX will generate 
PUBLISH sip message for each of the stations which are 
administered emergency call watchers (i.e. Bob and Caren’s 
stations). This document refers such stations as ‘Crisis Alert 
watcher’ or simply ‘Watcher’. The SIP phones are smart 
devices and hence upon receiving PUBLISH message shall 
play siren type ringer and display emergency caller name, 
number and location.  
 

E. Crisis Alert Acknowledement 
When one of the designated watchers acknowledges the 
active Crisis Alert by pressing the crisis alert button, the 
crisis ringing is halted at that particular station, the lamp 
transitions from flashing to a steady state, and the display 
continues to show appropriate Crisis Alert information. At 
this point, the other watchers which are still alerting can be 
cleared by sending another PUBLISH message.  We can add 
different configuration such that If One user Acknowledge 
the crisis alert then other watchers which are alerting can be 
cleared OR only station which has acknowledged can be 
cleared. We can also add functionality such that only 
watchers which are in callers location can be alerted which is 
useful for large enterprises. 
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Figure 3-. Call Flow showing Emergency alert Initiation 

 

 
Figure 4-. Call Flow showing Emergency alert 
Acknowledgement 

 
F. SIP Messages 

PUBLISH Message- PUBLISH requests create, modify, and 
remove event state associated with an address-of-record. A 
suitably authorized third party may also perform publication 
on behalf of a particular address-of-record. Except as noted, 
the construction of the PUBLISH request and the behavior of 
clients sending a PUBLISH request are identical to the 
general UAC behavior described in Section 8.1 and Section 
17.1 of RFC 3261 [4].  If necessary, clients may probe for 

the support of PUBLISH using the OPTIONS request 
defined in SIP [4].  The presence of "PUBLISH" in the 
"Allow" header field in a response to an OPTIONS request 
indicates support for the PUBLISH method.  In addition, the 
"Allow-Events" header field indicates the supported event 
packages. A PUBLISH request does not establish a dialog.  
A UAC MAY include a   Route header field in a PUBLISH 
request based on a pre-existing route set as described in 
Section 8.1 of RFC 3261 [4].  The Record-Route header field 
has no meaning in PUBLISH requests or responses, and 
MUST be ignored if present.  In particular, the UAC MUST 
NOT create a new route set based on the presence or absence 
of a Record-Route header field in any response to a 
PUBLISH request. 
The PUBLISH request MAY contain a Contact header field, 
but including   one in a PUBLISH request has no meaning in 
the event publication   context and will be ignored by the 
ESC.  An EPA MAY send a PUBLISH 
 

G. Emergency call alert call flow using SIP message 
Call Flow - Sample call flow of Emergency alert in is 
depicted below. Station Alice (24360800) places emergency 
call.  
Bob (24360810) and Caren (24360812) are the SIP watchers 
which have emrg-alert button configured.  
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Figure 5-. Call Flow Graph showing PUBLISH for 

emergency alert. 
 

CONCLUSION 
In this paper, I started with an introduction to the VoIP 
Technology, providing some insight on the most important 
standard VoIP protocol SIP. SIP is less complex than other 
protocols so we studied the SIP protocol, then we have 
analyzed the various functions of PBX and explained crisis 
alert feature and how it can be helpful and then shown 
different call flows like crisis call origination, crisis call alert 
initiation and Acknowledgement then shown sip message 
call flow for crisis alert feature. 
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